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IoT ecosystem
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IoT powering the eHealth Revolution
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The eHealth Pilot
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eHealth - Existing gaps

 Healthcare institutions have software which are not compatible with the hardware that is 

used. This means lack of interoperability and leads to investing considerable funds to make 

systems that operate with different standards interoperable

 Lack of cyber security requirements for medical devices. Handling personal data through 

the internet and new technologies have emerged the need to protect those data in order 

to use them only for medical purposes and not for commercial ones

 Not major investments in interactive technologies – static websites just providing health

information

 73% of Member States do not have an entity responsible for the regulatory oversight of

mobile health apps for quality and safet despite widespread use of such technology

 38% of Member States have yet to establish a dedicated telehealth policy 
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General concept of eHealth Domain
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VICINITY Market Place 
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Key Value Point : Integration
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Key Value Point II: Manageability
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Key Value Point III: Extensibility
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Service for semantic cross domain   

interoperability 
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Partners


